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Abstract: This contribution discusses the MWAB’s authorization enforcement during MWAB’s mobility. 


1. Background
The Key Issue#2 of FS_VMR_Ph2 focuses on the authorization of a MWAB and configuration of MWAB. According to the SA2#162 meeting’s discussions, SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)) and also sends the corresponding LS (S2-2405822) to RAN3.
 
	- Question 1: SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)). Therefore, from SA2 perspective no MWAB-specific AS layer indication at MWAB-UE's RRC establishment is required. SA2 would like to also point out that if there was a strict need for indication at AS layer, the existing mechanism of including S-NSSAI in RRC connection establishment could be considered. SA2 would like to invite RAN3 to provide the feedback if any scenario considered by RAN3 needs such a MWAB-specific AS layer indication. Note that SA2 considers the MWAB-gNB and MWAB-UE may register and connect to different PLMNs, and the authorization of the MWAB-UE is different from the MWAB-gNB service authorization/configuration/activation by OAM/SeGW.   




In addition, there are one Editor's note captured in the Clause 8.2 regarding the conclusion of dedicated S-NSSAI(s) for MWAB operation. 

	[bookmark: _Toc164709236]8.2	KI#2 Conclusion
Editor's Note: this clause contains interim conclusions that need to be further confirmed when removing this editor's note. This is work in progress that may require coordination with other groups.
It is proposed to proceed normatively based on these principles.
1) 	From SA2 perspective there is no need to specify AS level indication in RRC connection establishment that the MWAB-UE intends to operate as MWAB. 
Editor's note: the current majority view is that to detect a UE intends to operate as MWAB, dedicated S-NSSAI(s) for MWAB operation may be used for a MWAB-UE. If dedicated S-NSSAIs for MWAB operation are used, then the location and time restriction can be based on related slicing features. The MWAB UE, may deregister any S-NSSAI for MWAB operation and request only S-NSSAI(s) that are not dedicated to MWAB Operation if it does not need to use BH PDU sessions. 



[bookmark: _Hlk165293876]The current TR 23700-06 v0.3.0 doesn’t describe clearly how the MWAB authorization works based on the slicing features. The contribution S2-2404460 submitted for SA2#162 meeting describes some details that if the MWAB requests an S-NSSAI that is dedicated to MWAB operation, then it implies the request to support MWAB and the AMF performs the authorization of MWAB by checking whether this dedicated S-NSSAI is allowed or not. If Additional location and availability information is provided for the S-NSSAIs, no MWAB Authorization information providing to the MWAB-UE is required. However, the S2-2404460 is not approved in SA2#162 meeting. This contribution provides some analysis on dedicated slice for MWAB-UE authorization.

2. Discussion
[bookmark: _Hlk115269849]It is assumed the MWAB-UE is configured with a dedicated S-NSSAI (e.g. Slice#1) to support MWAB operation. The MWAB-UE requests to register with the Slice#1. The BH AMF detects that the MWAB-UE requests to support MWAB operation and performs the authorization for MWAB. The BH AMF provides the Allowed NSSAI including the S-NSSAI of Slice#1 to the MWAB-UE based on the slice availability of Slice#1.  In addition, the BH gNB can also detect that the MWAB is allowed for MWAB operation based on the Allowed NSSAI in the N2 message sent from the BH AMF. The BH PDU Session of Slice#1 is used to transfer the N2/N3 message between the MWAB and UE’s core network. 

However, when the MWAB moves and it is out of the slice availability of Slice#1(for example, the MWAB-UE is currently located in the area of Slice#2, which is non-dedicated S-NSSAI), the MWAB-UE is not authorized for the MWAB operation. If the MWAB-UE’s serving PLMN allows the non-authorized MWAB to be registered in the PLMN, the dedicated S-NSSAI is removed from the Allowed NSSAI and the S-NSSAI of Slice#2 is included in the current Allowed NSSAI. 

In this case, it is possible that the non-authorized MWAB tries to connect with the UE-AMF over the IP connectivity provided by the PDU Session of MWAB-UE associated with Slice#2. Therefore, how to avoid such case happen should be also considered if SA2 agrees with dedicated S-NSSAI to support MWAB operation.
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Fig 1: MWAB mobility 


Observation 1: When MWAB authorization status changes due to mobility (e.g. out of the slice availability of dedicated S-NSSAI), it is possible that the non-authorized MWAB tries to connect with the UE-AMF over the IP connectivity provided by the PDU Session of MWAB-UE associated with non-dedicated S-NSSAI. 

Proposal 1: In order to control the IP connectivity provided by the PDU session of MWAB-UE, how to avoid MWAB to connect with UE-AMF over the PDU Session of non-dedicated S-NSSAI should be also considered if SA2 agrees with dedicated S-NSSAI to support MWAB operation.

As an alternative, if the MWAB-UE’s serving PLMN doesn’t allow the non-authorized MWAB to be registered in the PLMN, the MWAB-UE will be de-registered from the serving PLMN. Then the above scenario will not happen. It is assumed that MWAB authorization is equivalent to the registration with dedicated S-NSSAI. 

Proposal 2: Details of using dedicated S-NSSAI(s)(including the enforcement of traffic of the UE that is no longer authorized to be MWAB) will be addressed in the normative phase.


3. Conclusion
Observation: When MWAB authorization status changes due to mobility (e.g. out of the slice availability of dedicated S-NSSAI), it is possible that the non-authorized MWAB tries to connect with the UE-AMF over the IP connectivity provided by the PDU Session of MWAB-UE associated with non-dedicated S-NSSAI.

Given the above conclusion, the following is proposed:

Proposal: In order to control the IP connectivity provided by the PDU session of MWAB-UE, how to avoid MWAB to connect with UE-AMF over the PDU Session of non-dedicated S-NSSAI should be also considered if SA2 agrees with dedicated S-NSSAI to support MWAB operation.

Proposal 2: Details of using dedicated S-NSSAI(s)(including the enforcement of traffic of the UE that is no longer authorized to be MWAB) will be addressed in the normative phase.
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